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1. Overall Description:

SA2 thanks CT1 for their LS requesting clarifications on the applicability of the notification procedure in SNPNs. SA2 would like to provide the following answers.
Some companies in CT1 think that the notification procedure is not applicable in SNPNs, while other companies think that it is needed in the following scenario:

· The UE is registered in SNPN#1; and
· The UE is also registered in PLMN#1 and accessing the services of SNPN#1 via PLMN#1.
CT1 would like to ask SA2 the following question:

Question 1: Is the scenario described above supported in Rel-16?

Question 2: If the answer to Question 1 is Yes, when would the notification procedure be used in the scenario described above?

While possibly of marginal usefulness, the reference scenario described in the CT1 LS is supported by the Rel-16 specifications. One possible use is to minimise service break upon mobility between SNPN and PLMN. Namely, the UE accessing SNPN services directly may also pre-register with the SNPN via a PLMN (that has overlapping coverage with the SNPN) ahead of any mobility event. When the UE eventually leaves the SNPN coverage and reselects to PLMN coverage, the fact of being registered ahead of time with the SNPN via the PLMN may yield a lower service break.
It is noted that from SNPN’s AMF perspective the connection relying on Untrusted non-3GPP access procedures is perceived as a true non-3GPP access, even though it is established via a PLMN. Therefore, all procedures defined for the case where UE has one connection via 3GPP access and one connection over non-3GPP access to the same AMF (including the NAS Notification procedure) equally apply to the case described in the reference scenario.

Additionally, CT1 noted that TS 23.501 only contains requirements about access to SNPN via NG-RAN, but there is no text in TS 23.501 explicitly precluding the use of non-3GPP access to access an SNPN. Therefore, CT1 would also like to ask SA2 the following question:

Question 3: Is non-3GPP access to an SNPN supported in Rel-16?

Only Untrusted non-3GPP access to SNPN services is supported in Rel-16.

It is noted that from the perspective of the SNPN’s N3IWF, as well as from the perspective fo the SNPN core network, there is no means to discriminate whether the UE has established a connection with the N3IWF on top of PLMN access or on top of non-3GPP (e.g. WLAN) access network, the “Access Type” in the SNPN’s AMF being equally set to “Non-3GPP access” in both cases.

Conversely, a UE that supports the “Untrusted non-3GPP procedures” for access to SNPN services via PLMN can equally access SNPN services via non-3GPP access network by using exactly the same procedures. 

SA2 has agreed the attached CRs to clarify support for Untrusted non-3GPP access for SNPN in Rel-16.

Trusted non-3GPP access and Wireline access to SNPN are not supported in Rel-16.

2. Actions:

To CT WG1.

ACTION: 
SA2 asks CT1 to take the information above into account.
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